
Company Overview
Total Cyber Solutions, LLC (TCS) provides cybersecurity, IT services, 
cloud services and a framework to thwart cyber-attacks by creating
and maintaining secure systems.

Core Competencies
Cybersecurity       
Penetration Testing | Incident Response | Vulnerability Analysis
Cybersecurity Framework
Pending CMMC Certified Assessor | Policy Compliance 
Managed IT Services and Cloud
Security Operations Center | Cybersecurity Managed Services

300 + Service members
14 ATO

 Red/Blue/Purple Team

CAGE: 8FF25 
DUNS: 080694421
SAM UEID: HHEFWTY554Y4
PSC: DA01
Contract Vehicles: Accepts
Gov't Credit and Purchase Cards\
Certifications: SDVOSB, V3

TCS Difference
SDVOSB Certified | TS/SCI | Senior Cybersecurity Engineers
Industry Certifications | Full-Service Cybersecurity Solutions   

Let's Work
Together: 
Alden Chavarria 
CEO/President        
706-288-5722
alden@totalcyber.com
        

Alden "Joe" Chavarria 
       CEO

CISSP
OSCP
GPEN

GWAPT
+++

NAICS 
518210
Data Processing, Hosting, and 
Related Service
519190
All Other Information Services
541330
Engineering Services
541511 
Custom Computer Programming Services
541512
Computer Systems Design Services
541519
Other Computer Related Services
541618
Other Management Consulting Services
541690 
Other Scientific and Technical Consulting
Services
611420 
Computer Training
561110 
Office Administrative Services

4021 University Drive Ste. 200 
Fairfax, VA 22030
consult@totalcyber.com
A Proud V3 certified-company

U.S. Army: Army Ignited, >$600,000, October 2021 to Present,
provide cybersecurity training aligned with industry standard
certifications from CompTIA, ISC2 and EC-Council to Active Duty
Army and National Guard Soldiers. Success results in course
completion include earning promotions, re-upping to a technical
MOS, participating in DoD Skill Bridge to employment. 

Gray Tier Technologies: DHS Subcontract, >$200,000, February
2022-Present, our Chief Cybersecurity Engineer performs every
subcategory of the NIST framework for Cybersecurity, including
TS/SCI work. The primary team management and work role is
performed in network penetration testing and vulnerability
assessments. 

36 Assessments
48 Pen Tests

20 DHS Agencies


